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Data Protection Policy 
Introduction 

The Inns Court Community & Family Centre may have to collect and use information about people with whom we work.  These may include members, current, past and prospective employees, clients, and suppliers.  This personal information must be handled and dealt with properly, however it is collected, recorded and used, and whether it be on paper, in computer records or recorded by any other means.  When we use your personal data we are required to do so in accordance with the General Data Protection Regulation (GDPR).  We are responsible as “controller” of your personal data for the purposes of the GDPR.  We will use your personal data in accordance with your engagement with us and your instructions, the GDPR, other relevant UK and EU legislation and our professional duty of confidentiality.
To this end we fully endorse and adhere to the General Data Protection Regulation.
1.  The principles of GDPR
The Inns Court Community Centre Charity is committed to processing data in accordance with its responsibilities under the GDPR.  

Article 5 of the GDPR requires that personal data shall be:

· Processed fairly and lawfully and in a transparent manner  in relation to individuals.  
· Collection for specified, explicit and legitimate purposes and not  further processed in a manner that is incompatible with those purposes; further processing for archiving purposes in the public interest, scientific or historical research purposes or statistical purposes shall not be considered to be incompatible with the initial purposes.
· Adequate, relevant  and limited to what is necessary in relation to the purposes for which they are processed.

· Accurate and, where necessary, kept up to date; every reasonable step must be taken to ensure that personal data that are inaccurate, having regard to the purposes for which they are processed, are erased or rectified without delay.
· Kept in a form which permits identification of data subjects for no longer than is necessary for the purposes for which the personal data are processed; personal data may be stored for longer periods insofar as the personal data will be processed solely for archiving purposes in the public interest, scientific or historical research purposes or statistical purposes subject to implementation of the appropriate technical and organisational measures required by the GDPR in order to safeguard the rights and freedoms of individuals.
· Processed in a manner that ensures appropriate security of the personal data, including protection against unauthorised or unlawful processing and against accidental loss, destruction or damage using appropriate technical or organisational measures.
2. General Provisions
· This policy applies to all personal data processed by the Charity.

· The responsible person, the Centre Manager shall take reasonability for the Charity’s ongoing compliance with this policy.

· This policy shall be reviewed annually.

· The Charity does not need to register with the information Commissioner’s Office because it is a not-for-profit organisational and processes data in accordance to the ICO guidelines, see attached from website*** 

3. What the Charity will do
· Collect and process appropriate information and only to the extent that it is needed to fulfil operational needs or to comply with any legal requirements;

· Ensure the quality of information used;

· Apply strict checks to determine the length of time information is held;

· Shall be accurate and where necessary, kept up to date;

· Shall not be kept for longer than is necessary for that purpose or those purposes;

· Shall be processed in accordance with the rights of data subjects under GDPR:
· Shall be kept secure i.e protected by an appropriate degree of security.

In addition, we will ensure that:

· Everyone managing and handling personal information understands that they are contractually responsible for following good data protection practice;

· Methods of handling personal information are regularly assessed and evaluated.
All members of staff are to be made fully aware of this policy and of their duties and responsibilities under the Act.
All managers and staff must take steps to ensure that personal data is kept secure at all times against unauthorised or unlawful loss or disclosure and in particular will ensure that:
· paper files and other records or documents containing personal/sensitive data are kept in a secure environment;

· personal data held on computers and computer systems is protected by the use of secure passwords, which where possible change periodically;

· individual passwords should be such that they are not easily compromised.

All contractors, consultants, partners or Directors must:
· ensure that they and all of their staff who have access to personal data held or processed for or on behalf of us, are aware of this policy and are fully aware of their duties and responsibilities under GDPR.  Any breach of any provision of GDPR will be deemed as being a breach of any contract between the Company and that individual, company, partner or firm;

· allow data protection audits by us of data held on our behalf (if requested);

· indemnify us against any prosecutions, claims, proceedings, actions or payments of compensation or damages, without limitation.

All contractors who are users of personal information supplied by us will be required to confirm that they will abide by the requirements of the Act with regard to information supplied by us.
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